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I. Introduction
Under Section 75.590 of the Education Department General Administrative Regulations
(EDGAR), State and Partnership projects funded under the Gaining Early Awareness and
Readiness Programs (GEAR UP), U.S. Department of Education (ED), must submit a Final
Performance Report (FPR). FPR data is used to report on 1993’s Government Performance and
Results Act (GPRA) to Congress which evaluate the effectiveness of the grant program.

The FPR collects data on three critical areas: the number of seniors graduating from high school
with a diploma, the number of enrolled in postsecondary institutions, and the efficiency
measure of cost per student.

The FPR consists of a grantee profile sheet and six sections.

GRANTEE PROFILE – Grantee Profile requires grantees to provide grantee and institutional
information, such as PR Award Number, Name of Grantee, Address, etc.

SECTION I – Executive Summary requires grantees to provide a brief description of the project’s
overall accomplishments, highlighting major outcomes, successes, and challenges.

SECTION II – Narrative allows grantees to provide data on project successes and areas of
greatest impact; barriers or challenges; progress towards meeting proposed objectives; lessons
learned; effect of the project on participants’ academic achievement and/or performance; and
sustainability of activities and outcomes.

SECTION III – Grant Administration Information requires grantees to provide data on changes in
project design; changes in partners; and details about scholarship components, if applicable.

SECTION IV – Demographic Data requires grantees to provide data on students served and
ethnicity/racial background.

SECTION V – Student Outcomes requires grantees to provide data on cumulative course
completion, graduation rates, FAFSA completion, and postsecondary enrollment.

SECTION VI – Grant Budget requires grantees to provide data on actual Federal expenditures
and actual matching contributions in a variety of budget categories over the life of the grant.
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II. Disclaimer Screen
Every time you access the system you must accept the terms of the following disclaimer.

If you don’t accept the terms on this screen, you may not use the system.

Browser Compatibility and Security Information

Recommended web browsers for the GEAR UP website are the latest versions of Chrome, Firefox, Safari,

or Microsoft Edge. Go to your browser’s Help / About page to see what version you’re running.

Internet Explorer 11 is not recommended (the end of support date for IE 11 is June 15, 2022). Versions of

Internet Explorer lower than 11 (IE 10, IE 9, etc.), and versions of Windows less than 10 (Windows 8.1,

Windows 7, Windows Vista) are no longer supported by Microsoft. This means they are no longer

receiving updates, security patches, or bug fixes. If you are running versions of software that are no

longer supported by their manufacturers, you should upgrade as soon as you are able.

If you are running software that is no longer supported by its manufacturer, you must upgrade to a

supported version or switch to a supported browser.

Security requirements dictate that users may only access the GEAR UP website while using supported

software.
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III. Home Page
After accepting the Disclaimer you will be taken to the home page of the GEAR UP website.

a. Returning Users
If you have logged into the GEAR UP system before, enter your email address and password into the

appropriate fields and click the Login button.

Do not share your username or password with anyone!

If your password has expired, you will be prompted to create a new one. Be sure to follow the guidelines

displayed for password requirements. Federal security requirements dictate that passwords must expire

every 90 days.

5



b. New Users
If you have never logged into the GEAR UP system before, click the New User button and fill out the new

user request form.

Identities of new users must be verified with their grant institutions. Please allow up to five business

days for new account creation.

c. Two Factor Authentication
Federal security requirements now dictate that users must provide at least two factors of identification

when logging into a Federal data system.

Your first factor is something you know, in other words, your username and password.

Your second factor is something you have. The GEAR UP website is designed to use your phone as your

second factor of identification (note – “your phone” may be a cell phone or a landline).

The first time you log in, you will have to set up your phone to be your second factor of identification.

The website will walk you through the process, which will take less than five minutes.

You have three options for setting up your phone as your second factor:

1. Authy – receive a notification in an app on your smart phone (note: this is the

recommended and most secure option; Authy is free to download, but a smart phone

running iOS or Android and Internet access are required.)

2. Text – receive an SMS text message on any text-enabled cell phone (note: charges may

apply based on the terms with your carrier)

3. Voice – receive a voice phone call on any phone of any type, including landlines

Select an option when prompted and follow the on-screen instructions to set up your phone as your

second factor of identification. The option you select will be your default authentication method. After

you log in you can go to Account settings to set up additional authentication methods, or to change your

default.

You must set up at least one second factor of authentication in order to access the GEAR UP website, but

you do not have to set up more than one if you don’t care to.

d. Forgot Your Password
If you have forgotten your password, click the Forgot Your Password link and enter your email address.

The system will send a temporary Password Reset link to your email address. The link will expire after 24

hours. Click the link in your email and follow the instructions on screen to create a secure password that

meets Federal requirements.
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e. Blank Forms and User Guides
To access copies of blank forms and user guides for both the FPR and the APR reporting tools, click Blank

Forms link or the Help link in the top menu.
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IV. Dashboard
Once you are logged in and authenticated you will see your GEAR UP Dashboard.

a. Grants Access Panel
The Grants Access Panel lists all the grants you have permission to access. For some
users this will be one grant, for others it may be more than one. If you are listed as the
Project Director, Additional Contact/Data Entry Person, or Certifying Official on a grant, it
will appear on your access panel.

For each of your grants, the access panel will display the PR Number, Report Type (APR,
Interim, or FPR) and the Status of each report.

Click the appropriate GO button to enter the system and access that grant’s report.

If a report is Not Started or In Progress you will be taken to the data entry forms for that
report. If a report is Submitted, you will be able to request it be unsubmitted, if
necessary.

You will be able to access copies of previously submitted reports from within the system
regardless of your report status.
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V. Final Performance Report
Your Final Performance Report is due no later than 90 days after the end date of your grant.

The website now has as “save-as-you-go” feature to help prevent lost data from website
timeouts. Every time you change fields, the system will automatically save the data that you
entered in the previous field. You will still need to click the Save and Continue button to move
to the next page, but you can rest assured that the site will not lose all of your work if you
accidentally get logged out while working on a long page with lots of data entry fields.

a. Welcome
The Welcome page provides information about completing the grant and system
requirements. Please make note of the following changes in the new system:

1. Grantees are no longer required to upload a signed certification form. There is
now a section where the Certifying Official is able to electronically sign the
document.

2. Grantees are no longer required to upload a Word template for Sections I and II.
Those sections have been converted into standard online data entry forms.

3. Grantees are expected to complete all questions in all sections of the report.
Please write “Not Applicable” or “N/A” in a text field, or "0" in a number field, if
you have no answer or if a question does not pertain to your project.

Reports with blank fields will not pass the Completion Check process, which is required
prior to Submission.
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b. Grantee Profile
The Grantee Profile provides information about the grant recipient. This form will be
pre-populated with information from your account. Please review and update the
information as necessary.
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c. Section I: Executive Summary
The Executive Summary requires grantees to provide a brief description of the project’s
overall accomplishments, highlighting major outcomes, successes, and challenges.

Formerly, Section I was entered into a downloadable Word template and then uploaded
into the system.

Now, Section I is entered into data entry form fields just like the rest of the FPR.
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d. Section II: Narrative Information
The Narrative section allows grantees to provide data on project successes and areas of
greatest impact; barriers or challenges; progress towards meeting proposed objectives;
lessons learned; effect of the project on participants’ academic achievement and/or
performance; and sustainability of activities and outcomes

Formerly, Section II was entered into a downloadable Word template and then uploaded
into the system.

Now, Section II is entered into data entry form fields just like the rest of the FPR.
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e. Section III: Grant Administration Information
Grant Administration Information requires grantees to provide data on changes in
project design; changes in partners; and details about scholarship components, if
applicable.
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f. Section IV: Demographic Data
Demographic Data requires grantees to provide data on students served and
ethnicity/racial background.
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g. Section V: Student Outcomes
Student Outcomes requires grantees to provide data on cumulative course completion,
graduation rates, FAFSA completion, and postsecondary enrollment.
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h. Section VI: Grant Budget Information
Grant Budget requires grantees to provide data on actual Federal expenditures and
actual matching contributions in a variety of budget categories over the life of the grant.

Grantees must follow the guidelines below when entering data for in the tables.

● Whole dollar values only (e.g., 100)

● Negative values are not accepted

● Totals will be automatically calculated by the system.
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i. Review and Certification
The Review and Certification page consists of three tabs: Review, Certification, and
Submit.

The Review tab performs a check, making sure that all fields are complete prior to
submission. Please note that ALL FIELDS are required. If a question does not apply to
your grant or if you have no data to supply, please enter “n/a” or “not applicable” in text
fields, and a zero in number fields.
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j. Certification
The GEAR UP system no longer requires you to upload a signed PDF version of the
Certification Form. Now your Certifying Official need only log in and enter their name,
email address, phone number, and date.

Go to the Review and Certification page and click on the Certification tab.

Verify that the information about your grant and institution are correct. If you need to
make changes, click the button or go to the Grant Profile page.

The Certifying Official should enter their name email address, phone number, and date
on this tab. By completing these fields and saving the page, they are certifying that all
data in the performance report are true and correct to the best of their knowledge.

Click the Save and Continue button when done.
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k. Submit
When all required data has been entered and your Certification page has been
completed, the Submit tab will become available. The Submit tab will not be available
until the system determines that your report is finished.

When ready to submit your report, click the Submit button.

Once the report is submitted, it is locked and cannot be edited. If you need to make
changes, contact your Program Officer or the Help Desk before the report deadline and
request that your report be unsubmitted so you can make edits.
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VI. User Menu
The top user menu provides access to the following sections.

a. Home
If you’re logged in, the Home link will take you to your account Dashboard. If not, it will
take you to the home page and the login fields.

b. About
The About page provides information about the GEAR UP program and the reporting
website.

c. Help
The Help page provides links to blank forms, user guides, and other user resources.

d. FAQs
The FAQ page provides answers to frequently asked questions.

e. Contact Us
The Contact Us page provides a form you can fill out to contact the Help Desk. If you are
logged in, certain fields will be filled out for you automatically.

Please remember to provide your PR Number in your message.

f. Account
The Account settings page provides you with tools to manage your user account.
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i. Change Password
Click the Change Password button to change your password. You must enter your
current password once and your new password twice.

Federal security requirements dictate that passwords must expire after 90 days.

All passwords must adhere to the following Federal security requirements:
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1. Must be at least 8 characters and no more than 64 characters in length

2. Must contain at least one upper case letter, one lower case letter, one
number, and one special character

3. Must not duplicate any of your previous 25 passwords

4. All passwords will expire after 90 days

ii. Two Factor Authentication
After you log in you can go to Account settings to set up additional authentication methods, or to change

your default. You must set up at least one second factor of authentication in order to

access the GEAR UP website, but you do not have to set up more than one if you don’t

care to.

Click the Setup button to configure an additional authentication method, or the Update button to make

changes to an existing method. The website will walk you through the process, which

will take less than five minutes.

If you have more than one method configured, click the Default toggle to select which method will be

preselected for you the next time you login.

You have three options for setting up your phone as your second factor:

1. Authy – smart phone application required (note: this is the recommended method)

2. Text – receive an SMS text message on any text-enabled cell phone

3. Voice – receive a voice phone call on any phone of any type

g. Logout
Click the Logout link on the top menu to exit the system.

The system will timeout and log you out automatically after 30 minutes of inactivity, but
it will alert you when you are getting close to the time limit. To remain logged in, click
the OK button in the pop-up alert window.
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